
Security Specifications
ReadySign electronic signature software is built with 

the security and enforceability of your documents and 

signatures in mind. We’ve taken every measure to ensure 

your data is protected, and your electronic signatures are 

recognized as valid under the United States Electronic 

Signatures in Global and National Commerce Act and the 

Uniform Electronic Transactions Act.

Electronic Signature 

Specifications

Consent to do business electronically Whenever a document is sent for signature with ReadySign, 

parties are prompted to confirm their consent to sign 

documents electronically.

Intent to sign ReadySign allows parties to decline or transfer signature 

requests.

Association of signature with record Similar to a human fingerprint, each signer is assigned 

a unique identifier and customizable signature that is 

recorded and retained.

Signed copies All signers receive a fully executed copy of the agreement, 

which can be downloaded and retained for record.

Record retention ReadySign securely stores data using certified AWS data 

centers and 256-bit data encryption, both in transit and 

at rest. Documents can also be downloaded and retained 

outside of the system.

ESIGN & UETA Compliant

ReadySign is built in accordance with both the United States Electronic Signatures in Global and 

National Commerce Act (ESIGN) and the Uniform Electronic Transactions Act (UETA), and covers  

the following requirements to ensure your electronic signatures are valid and enforceable:

Additional Measures to Secure your Electronic Signature:

 • LTV (Long Term Validation) enabled

 • Member of the Adobe Approved Trust List (AATL)

 • Audit trail reporting

 • Multi-factor authentication

 • Tamper evident seal

Additional Questions?

If you have additional questions about ReadySign, please contact your  

account manager directly, or email sales@readysign.com at any time. 
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